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ABSTRACT

Supporting and maintaining complex systems in developing countries has numerous challenges, especially in systems that suffer from obsolescence and operate beyond their designed life. Existing methodologies in developing an integrated logistics support system (ILSS) in developed countries are based on resources that are readily available, while in developing countries this is not always the case, and so grounded design rules within a robust framework are required. Various methods and six case studies of high technology systems were used for this paper. Obsolescence effects are considerably wider than the retirement and obsolescence component of present frameworks.

OPSOMMING

Ondersteuning en instandhouding van komplekse stelsels in ontwikkelende lande het tale uitdaginge, veral in stelsels wat verouder en langer as hul ontwerplewe bedryf word. Bestaande metodologieë vir die ontwikkeling van 'n geïntegreerde logistieke ondersteuningstelsel in ontwikkelde lande is nie altyd die geval nie. Daar word ook grondige ontwerpreeëls binne 'n robuuste raamwerk vereis. Gemengde metodes is aangewend en ses gevallestudies van hoëtegnologie stelsels is vir hierdie studie gebruik. Verouderingseffekte is aansienlik wyer as die aftrede- en verouderingskomponent van bestaande raamwerke.

1 INTRODUCTION

Supporting and maintaining high technology complex systems in the developing world faces numerous challenges, especially those systems operated beyond designed life and which suffer from obsolescence [1]. In order to gain a competitive advantage, an organization requires different methodologies to attain its business goals and objectives [2]. And to gain and maintain a competitive advantage, the organisation’s asset base needs to be managed adequately. This asset base can include high technology complex systems, the support of which can be achieved by implementing a successful ILSS programme. Implementing such a programme can result in a company gaining a competitive advantage, and effectively and efficiently supporting the company’s assets [3].

A system can be defined as “a combination of interacting elements organized to achieve one or more stated purposes” [4]. On the other hand, Lambert defines a complex system “… as an integrated system, as it combines numerous different components, parts, line replaceable units (LRUs) and so forth to form an integrated whole or system, used to perform a specific function”.[3]. Furthermore, a complex item can be defined as having “… many different failure modes” [5]. By adding more sub-assemblies to a system, the system becomes more functionally complicated, which results in more failure modes, which in turn means more items could fail. Adding the human element of maintenance and operations staff only increases the complexity of the system [3]. The system boundaries change when adding external elements, making it more complicated [6].

Long and extended life cycles can be expected in complex systems, where these life cycles are between 20 and 40 years. The development of the B-52 (the United States Air Force’s long-range
strategic bomber) started in the 1940s, and the aircraft is forecast to be operational until after 2040 [7]. Problems caused by humans result from our “... inability to grasp and manage the increasing complex systems in our world” [8]. Cardullo [9] mentions that “Knowledge varies, over time, from the initial concept of how a basic phenomenon can be applied to the solution of problems to knowledge applied to large complex systems”. A high consequence of the failure of complex technology systems is that they need complex support infrastructures in order to maintain and support them throughout their designed or extended life cycle [10].

In the developing world, reality includes using these complex systems beyond their planned life cycle. These ‘legacy’ or ‘beyond life cycle’ systems require specifically trained personnel and specialised equipment to support them. Furthermore, high utilisation rates of costly and scarce assets are the standard, and ‘long-term over-capacity overload’ often happens [5]. In addition, long-term sustainable solutions may falter due to ad hoc replacement/repair decisions [5].

The risks related to obsolescence and diminishing manufacturing sources and material shortages (DMSMS) should be intensively managed so that a company’s asset base can be efficiently and effectively controlled. Reducing turnaround times on repairs and reducing long lead times could mitigate such risks. Proper planning for cannibalisation, disposal, modifications, mothballing, phase-out, refurbishment, upgrade, and waste ensures that these obsolescence and DMSMS risks are lowered [3]. Through proactive and adequate inventory management policies, logistics managers can become more effective in servicing their customers’ needs [11].

2 INTEGRATED LOGISTIC SUPPORT SYSTEMS (ILS)

Blanchard [12] states that “logistics, which includes the integration of many activities and elements, has become significant in each phase of the system/product life-cycle”. Logistics support can be regarded as an economical and effective system support throughout a system’s life.

Jones [13, 14] provides two different definitions of logistics — the result of continuous improvement and of the body of knowledge evolving over time. His definitions are as follows:

- “...the applied science of defining supportable systems and of planning and implementing the acquisition and use of resources” [13]; and
- “...the applied science of planning and implementing the acquisition and use of resources” [14].

Jones [13, 14] also provides different definitions of integrated logistics support (ILS). Jones [13] views ILS as a management function that only involves technical disciplines, whereas Jones [14] regards ILS as a management function of all disciplines that develop a support system.

Logistics is the support of all facets of design and development, construction and/or production, evaluation and testing, consumer use, system planning, and retirement. Table 1 below depicts the traditional ILS elements. These logistics support elements should be integrated with all elements of a system.

<table>
<thead>
<tr>
<th>Maintenance support</th>
<th>Computer resources</th>
<th>Support and test equipment</th>
</tr>
</thead>
<tbody>
<tr>
<td>Obsolescence</td>
<td>Manpower and personnel</td>
<td>Configuration management</td>
</tr>
<tr>
<td>Supply support</td>
<td>Training and training devices</td>
<td>Technical data and documentation</td>
</tr>
<tr>
<td>Disposal</td>
<td>Facilities</td>
<td>System operational requirements</td>
</tr>
<tr>
<td>Packaging, handling, storage, transportation</td>
<td></td>
<td>Reliability, availability, maintainability</td>
</tr>
</tbody>
</table>

Sources: [12], [13], [14], [15], [16], [17], [18], [19], and [20]

Successful ILS can be achieved by developing and implementing an integrated logistics support plan (ILSP) [21] that will guide management throughout the different life cycle stages [21].
3 RESEARCH APPROACH

The research consisted of three phases. The first phase entailed a literature deconstruction. The second phase dealt with case studies’ deconstruction, during which key areas requiring further research were identified. The third and final phase entailed designing a questionnaire, collecting data, and analysis. The findings were assembled and analysed, following which grounded technological rules were proposed.

4 CAUSES OF OBSOLETE

Technology today differs from that of 40 years ago. Commercially off the shelf (COTS) component life cycles are between two and three years. The supply life cycle of government contractors is between seven and 15 years, whereas sustainable life cycles are in the range of 25 to 40 years [22]. Obsolescence or DMSMS can be defined as “the loss or impending loss of manufacturers or suppliers of critical items and raw materials due to discontinuance of production” [23].

Once spare parts are no longer attainable, obsolescence kicks in. This is a result of (for example) the original equipment manufacturer (OEM) going out of business, or the spare part no longer being manufactured. In some cases, the manufacturer might even plan and design for obsolescence so that they can introduce new products to the market. Some items may just be too costly to repair.

Obsolescence affects not only electronic equipment, but also non-electronic components. Obsolescence occurs sooner in electronic than in non-electronic equipment, which might be supportable for years, if not decades [24]. Conflict occurs when systems require life extensions but component obsolescence occurs. In the design of high-cost larger systems, the lifecycle is increasing; but the shortened manufacturing lives of critical components remains an issue.

Obsolescence affects equipment throughout its designed life through to the system’s extended life. The system itself is not just affected by obsolescence, but also by the support and test equipment (S&TE), processes, standards, logistics products, and software [25, cited in 26]. “The risk of having obsolescent components varies from system to system, as the criticality of the function of the component as well as the potential consequence on limiting the operational capability of the system will differ” [1]. Once a component becomes obsolete, it may also make the application, or the next-higher assembly, obsolete [27].

System support can also become obsolete, such as the necessary skills and knowledge of staff due to retirement, resignation, or dismissal. Turnover of personnel can create a competitive disadvantage for an organisation, as skills and knowledge are lost — particularly if a scarce skill set is difficult to replace.

Obsolescence often affects high technology systems and legacy systems [28]. Organisations are typically reactive to obsolescence issues instead of being proactive [29]. However, the United States (US) Defense Microelectronics Activity (DMEA) has implemented DMSMS risk management strategies [28]. Organisations must ensure that the technology they implement is not obsolete in the short term [30]. For various reasons, a system might not necessarily be supported by the OEM throughout its life cycle, whether that be its designed life or its extended life [5].

The system life of a high technology complex system is increasing, while the components’ life is decreasing, posing a challenge to organisations [31]. This could result in more frequent system upgrades. In the past, when components had longer life cycles, there might be two upgrades in a system’s life; but with the shorter life spans of components, a system may need to be upgraded five times or more. The mismatch between a complex system’s life cycle and its respective components’ life span results in challenges to managing obsolescence, and increases obsolescence costs [32].

5 LITERATURE DECONSTRUCTION AND FINDINGS OF CASES

The long life cycles of many complex systems result in obsolescence. Originally a defence industry issue, this now affects other industries, including medical, nuclear, telecommunications,
petrochemical, railways, and power firms [33]. It is essential to plan for obsolescence, as not planning for it could cause the non-operability of a system. Obsolescence is defined as “...the state when a part is no longer available from the original manufacturing source” [33]. As mentioned previously, DMSMS and obsolescence are synonymous. DMSMS can be defined as “...the loss or impending loss of manufacturers or suppliers of critical items and raw materials due to discontinuance of production” [23]. Therefore, DMSMS and obsolescence can be viewed as the lack of, or non-supply of, repair and spare parts for any reason.

Since the origins of industrial manufacturing, manufacturers have faced obsolescence challenges [27]. Obsolescence can be as a result of product design — so that new sales could occur sooner – or worn-out equipment [17]. Obsolescence can therefore result from poor planning, or it could be intentional [17].

In order for the total cost of ownership (TCO) to decrease, it is suggested that the management of DMSMS be implemented in the contract during the system’s life cycle; and “...must be accepted at the highest programmatic levels...” [23]. Typical obsolescence costs include replacing obsolete items and inventory deterioration.

Hutchinson [34] argues that obsolescence costs are “...associated with inventory items that deteriorate while in storage and are not covered by insurance. They can also include losses when the item becomes obsolete through the introduction of a new model or design. Obsolescence costs should be approached with caution and allocated on a per-unit basis”.

Different authors ([7], [14], [15], [17], [24], [35], [36], [37], [38]) have given thought to risk management factors or solutions to DMSMS and/or obsolescence. In order to assess the effects of obsolescence, maintenance task analysis (MTA) and the ‘logic trouble-shooting diagram’ can be used. The former records relevant ILS information, S&TE data, and replacement of parts [32, 17]. Blanchard [37], in his book Logistics engineering and management proposes a ‘maintenance analysis data’ section, which provides relevant information about how maintenance factors contribute to obsolescence planning [17]. In many respects, maintenance analysis data [37] and MTA [15] are similar.

Performance-based logistics (PBL) is a method that specifies requirements for operational availability, or the requirements for effectiveness of supply support [15], [14], [1]. One strategy to mitigate obsolescence is PBL [35]. Four principal factors are identified in the DMSMS Guidebook [38] for a successful DMSMS programme: an accurate bill of materials (BOM), commitment by management, predictive tool(s), a team-centred programme, and financial resources. Livingston [7], on the other hand, suggests DMSMS alternatives such as emulation, design modifications, redesign, alternate source, substitution, and life-of-type (LOT) buy. Howard [24] suggests a dual-path (short- and long-term) perspective when pursuing non-electronic obsolescence solutions. The dual-path perspective includes [24]:

1) Overhaul or repair;
2) Reverse engineering;
3) Buying from stock;
4) Manufacturing in accordance with the technical data pack;
5) Form, fit, and function interface;
6) Reclamation; and
7) Redesign.

The American National Standards Institute (ANSI) [36] provides an obsolescence management guide that details a cost-effective obsolescence management process applicable to a product’s entire life span. An obsolescence plan is also required for the phase-out and disposal phase [17]. Finkelstein and Guertin [17] can be consulted for the details of an obsolescence plan.

A document that provides system support information is a logistics support plan (LSP). The preliminary LSP serves as input to the LSP, which provides all ILS activities throughout a systems life span ([39], cited in [17]). In later editions of Blanchard [12], [15], no mention is made of an LSP.

Cases from six systems were used to analyse their management of obsolescence – another important
aspect of an ILSS. Yin [40] argues that “case studies are the preferred strategy when ‘how’ or ‘why questions are being posed, when the investigator has little control over events, and when the focus is on a contemporary phenomenon within some real-life context”. Eisenhardt [41] explains the case study research approach as “a research strategy, which focuses on understanding the dynamics present within single settings”. Researchers’ attention focuses in great depth when using the case study method [42, cited in 43].

Yin [40] mentions that there are different types of case study design: ‘single case design’ and a ‘single unit of analysis’ to ‘multiple case designs’ and ‘multiple units of analysis’. For this study, a multiple case design and single unit of analysis was used.

The reliability and validity of the study is justified by using multiple case studies. By using multiple cases, the study is more resilient and the evidence is more credible [44]. The case studies used involved industrial and military high technology complex systems. One of the systems was in the design phase of its life cycle before being shelved. The remaining five systems are older than five years. Two of these suffer from obsolescence, and have been upgraded with newer technology. One system has an obsolescence management plan in place. The remainder of the systems need their obsolescence requirements to be defined. ILS originated in the military (three of the cases are military systems), and has been successfully transferred to industrial systems such as radar, satellite earth stations, a nuclear power plant (modular nuclear reactor), the petrochemical industry, and radio navigational systems. Two of the systems are similar, but operated in different operational environments and in different developing countries. Another two systems are also similar: one is used in an industrial organisation, and the other in a military environment.

Furthermore, from analysis of the case studies, various issues of concern in relation to obsolescence were identified:

1) Shortage of skills at a general level, as well as critical skills;
2) Obsolete or lost specialised skills;
3) Due to the main equipment being upgraded, support and test equipment becomes obsolete or is not supported by the OEM;
4) Obsolete procedures and processes due to continuous improvement initiatives;
5) Electronic component suppliers in South Africa don’t consider the market for military-specific components as financially viable, and concentrate more on consumer products. These military specification components need to be sourced from international suppliers — if they even stock the item. Or an industrial specification component must be used, possibly causing more failures.

6 VERIFICATION OF CONCERN AREAS

Following from the literature and deconstruction of the cases, a number of concerns were raised that require further exploration. These issues became clear during the data collection phase, using a questionnaire. Respondents were requested to rate the importance of obsolescence determinants: reliability and supplier supportability, new technology, and cost to support. They were also asked to rate specific plans — maintenance plan, obsolescence plan, disposal/system retirement plan, risk management plan, and manpower and personnel (including training) plan — for improving system performance. A third set of questions asked about obsolescence, where respondents ranked methods of effective obsolescence management (replace complete system, redesign complete or a part of the system, and manage obsolescence under risk).

The study questionnaire was pilot-tested in order to ascertain the appropriate questions for the final study. The questionnaire for the pilot study contained 45 questions in relation to the study, and three questions for additional comments. Twenty-eight respondents received the pilot study questionnaire, and 22 questionnaires returned (a 78.57 per cent response rate). These were analysed, resulting in the final questionnaire.

Two final study questionnaires, with slight differences between them, were used. One questionnaire was used for the military organisation, and the other for the industrial organisations. Two separate questionnaires were used because the military regarded some of the questions as too sensitive. The
questions in both questionnaires were similar up to question 25. Questions 26 to 34 were only included in the industrial organisations’ questionnaire. Three organisational levels were targeted: maintenance, engineering, and management.

A total of 566 respondents in 11 South African organisations received the final questionnaire. The population for the study was 40 organisations that claim to, or do in fact, use ILS. A response rate of 33 per cent was achieved overall, with a 16 per cent response rate from the industrial organisations and a 75 per cent response rate from the military organisation.

A contingency table was used, in which the results were cross-tabulated against two groups of variables: knowledge and experience, and job orientation. For knowledge and experience, the respondents indicated their experience in operating and maintaining systems older than five years, in operating and maintaining systems less than five years old, and in design. For job orientation, respondents indicated whether they were in the maintenance, engineering, or management field. An independent chi-square test was utilised to ascertain whether enough evidence was available to infer differences between two or more populations. The p-values of the chi-square test are provided in Table 2 below.

<table>
<thead>
<tr>
<th>Question</th>
<th>Knowledge and experience Chi-square (p-value)</th>
<th>Job orientation Chi-square (p-value)</th>
</tr>
</thead>
<tbody>
<tr>
<td>Cost to support</td>
<td>0.7087</td>
<td>0.0123</td>
</tr>
<tr>
<td>Disposal/system retirement plan</td>
<td>0.3452</td>
<td>0.2227</td>
</tr>
<tr>
<td>Maintenance plan</td>
<td>0.0793</td>
<td>0.3356</td>
</tr>
<tr>
<td>Manage obsolescence under risk</td>
<td>0.4718</td>
<td>0.3017</td>
</tr>
<tr>
<td>Manpower &amp; personnel (including training) plan</td>
<td>0.7487</td>
<td>0.4217</td>
</tr>
<tr>
<td>New technology</td>
<td>0.2237</td>
<td>0.4367</td>
</tr>
<tr>
<td>Obsolescence plan</td>
<td>0.2713</td>
<td>0.4911</td>
</tr>
<tr>
<td>Reliability</td>
<td>0.1232</td>
<td>0.2167</td>
</tr>
<tr>
<td>Supplier supportability</td>
<td>0.2849</td>
<td>0.8118</td>
</tr>
<tr>
<td>Redesign complete or part of the system</td>
<td>0.8042</td>
<td>0.4154</td>
</tr>
<tr>
<td>Replace complete system</td>
<td>0.5976</td>
<td>0.3116</td>
</tr>
<tr>
<td>Risk management plan</td>
<td>0.5843</td>
<td>0.9532</td>
</tr>
</tbody>
</table>

Source: [3].

There was only one significant result of cost to support and job orientation, providing a p-value of 0.0123, meaning that these two aspects are dependent as a determinant of obsolescence. There is a weak association between them, as Cramer’s V statistic provided a value of 0.1891. The similarity in the results across knowledge and experience and job orientation reveals that points of view are very similar among the different groups. This might be due to individuals seldom being constrained by a limited job orientation in a developing country: technical staff have management responsibilities, and management staff are often from a technical background.

From the descriptive statistical analysis, the most important source of obsolescence was reduction in reliability, followed by suppliers’ ability to offer support and, finally, by cost. The factor that contributed least towards obsolescence was new technology. A weak dependence association is present between the job orientation of the respondents and the obsolescence determinant of cost to support.

Respondents regarded a maintenance plan to be the most important plan, followed by a risk management plan and a personnel (including training) plan. The disposal/system retirement plan and the obsolescence plan were rated as the two least-important plans. Concerns are raised by the low priority given to such plans, as some of the systems used in the study are older than 10 years. Two of the systems suffer from obsolescence. Respondents rated a risk plan as a high priority.

7  GROUNDED TECHNOLOGICAL RULES

In high technology complex systems, DMSMS can be viewed as “...the point in the system’s life cycle...”
when spare and repair parts are in short supply or are no longer available, or where a system can no longer be supported for various other reasons” [1]. A system can become non-operational as a result of obsolescence, and therefore obsolescence planning is important. There are many reasons for obsolescence, including advancements in technology, or because components are no longer supplied or manufactured. Not only can the primary system or components become obsolete; so too can organisational processes and procedures, the skills and knowledge of staff, and support and test equipment (S&TE).

Components that have short life cycles affect the long and/or extended life cycles of high technology systems. This results in more system upgrades, which results in an increase in overall life cycle cost and total cost of ownership. Various authors provide advice to manage obsolescence pro-actively, including maintenance task analysis (MTA) [17], redesign [7], substitution [7], logical troubleshooting diagrams [17], a dual path methodology [24], alternative source determination [26], and performance-based logistics (PBL) [35].

The inclusion of an obsolescence plan as an ILSS element is necessary. The obsolescence plan will address the obsolescence risk; the components susceptible to obsolescence, with timeframes; parts/components/assemblies/sub-assemblies, if systems or equipment are planned for disposal or phase-out; and support systems and skills that might become obsolete. The obsolescence plan must further detail how this will be done. The plan must be linked to other ILS elements in order to support the system during its intended or extended life, and to manage obsolescence pro-actively and successfully.

Following the deconstruction of the literature and the cases, and the corroboration of specific areas of concern, the following grounded technological rules are proposed [3]:

1) Implement an obsolescence programme (including processes and procedures) and document it in a plan;
2) Conduct active risk management with respect to obsolescence, and review it regularly, conducting a regular technology scanning as part of risk review, among other aspects;
3) Manage the obsolescence constraint in order to improve system performance;
4) Ensure that there are multiple suppliers of components, to eliminate ‘single supplier’ problems;
5) Ensure that reliability and component life cycle data are specific to the operating environment;
6) Attract and retain skilled and knowledgeable staff;
7) Establish excellent client relationships with suppliers; and
8) Ensure accurate obsolescence data and systems.

8 CONCLUSION

An obsolescence plan that is effectively developed and implemented, and that forms part of an ILSS, will yield numerous benefits. These include, but are not limited to, decreased total life cycle costs and total cost of ownership, and pro-active risk management of maintenance and system support, instead of reacting to the effects of obsolescence.
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